FICCI on an annual basis organises a conference on Homeland Security, which witnesses participation from senior officials from Government of India, Central Armed Police Forces (CAPFs) and various State Police Forces (SPFs). The eleventh edition of the Homeland Security programme will be organised in partnership with ‘Vivekananda International Foundation’. The theme of this year’s programme is ‘Innovation led Cyber Crime Management’.

The programme aims to bring together stakeholders from the Government, Intelligence & Police Forces, Industry, Academia & Think Tanks to promote development and implementation of systems and concepts to combat cyber-crime, encourage ‘Make-in-India’ for Cybersecurity and provide platform to Indian startups for understanding the requirements of Government agencies and support them to promote indigenous expertise in cyber security.

**OVERVIEW**

FICCI SMART Policing Awards 2019 - Felicitation Ceremony (Awards will be conferred to CAPFs & State Police Forces)

High-powered Sessions - Innovations in Cyber Crime & Cyberterrorism Management (NextGen Homeland Security Technologies)

Closed Door Roundtable - Review of National Cyber Security Policy 2013 (Recommendations for National Cyber Security Strategy 2020 will be tabled to Govt. of India)

Workshops for Law Enforcement Agencies

Meeting Opportunities - B2B Meetings & Networking Reception

Exclusive Exhibition on Homeland Security

**WHOM DO YOU EXPECT TO MEET**

- Prime Minister’s Office
- Ministry of Home Affairs
- Ministry of Electronics & Information Technology
- Ministry of Defence
- Central Armed Police Forces
- Defence Forces
- State Police Forces
- Intelligence Agencies
- Global & Domestic Industry Players
- Representative of Foreign Governments
- Academia / Think Tanks
- Other Stakeholders

**KEY HIGHLIGHTS**

- FICCI SMART Policing Awards 2019 - Felicitation Ceremony (Awards will be conferred to CAPFs & State Police Forces)
- Closed Door Roundtable - Review of National Cyber Security Policy 2013 (Recommendations for National Cyber Security Strategy 2020 will be tabled to Govt. of India)
- Workshops for Law Enforcement Agencies
- Meeting Opportunities - B2B Meetings & Networking Reception
- Exclusive Exhibition on Homeland Security
# INNOVATION LED CYBER CRIME MANAGEMENT

## DRAFT AGENDA

### Day 1 (Thursday - August 22, 2019)

<table>
<thead>
<tr>
<th>TIME</th>
<th>SESSION</th>
<th>PARALLEL SESSION</th>
</tr>
</thead>
<tbody>
<tr>
<td>0900 – 0930 hrs</td>
<td>Registration</td>
<td></td>
</tr>
<tr>
<td>0930 – 1100 hrs</td>
<td>Inaugural Session</td>
<td></td>
</tr>
<tr>
<td>1100 – 1130 hrs</td>
<td>Tea / Coffee Break</td>
<td>Inauguration of Exhibition Area</td>
</tr>
</tbody>
</table>
| 1130 – 1230 hrs | Session 1: Cyberterrorism – Targeting Critical Infrastructure  
  • Rising global cyber terrorism and some recent incidents  
  • Consequences on critical infrastructure  
  • Technologies to protect critical infrastructure from cyber threats  | Review of National Cyber Security Policy 2013 and Table Recommendations to the Govt. of India for National Cyber Security Strategy 2020 (by invite only) |
| 1230 – 1330 hrs | Session 2: Next Generation Cyber Technologies for Homeland Security  
  • Emerging vulnerabilities to interconnected world from cyberspace  
  • Technologies could be deployed by law enforcement agencies and corporates to combat cyber-crime |                                                                                   |
<p>| 1330 – 1430 hrs | Networking Lunch                            | Visit to the Exhibition Area                                                      |</p>
<table>
<thead>
<tr>
<th>TIME</th>
<th>SESSION</th>
</tr>
</thead>
<tbody>
<tr>
<td>0900 – 1000 hrs</td>
<td>Tea / Coffee &amp; Registration</td>
</tr>
<tr>
<td>1000 – 1130 hrs</td>
<td>FICCI SMART Policing Awards 2019</td>
</tr>
<tr>
<td>1130 – 1145 hrs</td>
<td>Tea / Coffee Break</td>
</tr>
<tr>
<td>1145 – 1300 hrs</td>
<td>Session 5: Perspective of Law Enforcement Agencies to Combat Cyber Crime</td>
</tr>
<tr>
<td>1300 – 1330 hrs</td>
<td>Valedictory Address</td>
</tr>
<tr>
<td>1330 – 1430 hrs</td>
<td>Closing &amp; Networking Lunch</td>
</tr>
<tr>
<td>1430 – 1700 hrs</td>
<td>Closed Door Workshop for Law Enforcement Agencies / Govt. Officials</td>
</tr>
<tr>
<td></td>
<td>- LEA, Defense and Intelligence Analyst Product Demonstrations</td>
</tr>
<tr>
<td></td>
<td>- Social Network Monitoring, Artificial Intelligence and Analytics Product Training</td>
</tr>
<tr>
<td></td>
<td>- Threat Intelligence Gathering and Cyber Security Product Training</td>
</tr>
<tr>
<td></td>
<td>- Mobile Signal Intercept Training and Product Demonstrations</td>
</tr>
</tbody>
</table>

**Day 2 (Friday - August 23, 2019)**

### Session 3: Big Data for Intelligence and Security
- Enhancing investigative & predictive capabilities of Police Forces
- Enrich decision making in situations like cyber-attack, disaster etc.

### Session 4: Fake News and Its Impact on National Security
- Ways of impacting Government, private entities and citizens
- Role of citizen and responsibility of media / social media
- Emerging legislation and role of technology in curbing fake news

### Parallel Session: Closed Door Workshop for Law Enforcement Agencies / Govt. Officials
- Lawful Interception and Criminal Investigation Training
- Investigating DarkWeb, Bitcoin, Altcoin and Blockchain Transaction
- Electronic Surveillance Training and Product Demonstrations

<table>
<thead>
<tr>
<th>TIME</th>
<th>SESSION</th>
</tr>
</thead>
<tbody>
<tr>
<td>1430 – 1600 hrs</td>
<td>Session 3: Big Data for Intelligence and Security</td>
</tr>
<tr>
<td></td>
<td>- Enhancing investigative &amp; predictive capabilities of Police Forces</td>
</tr>
<tr>
<td></td>
<td>- Enrich decision making in situations like cyber-attack, disaster etc.</td>
</tr>
<tr>
<td>1600 – 1700 hrs</td>
<td>Session 4: Fake News and Its Impact on National Security</td>
</tr>
<tr>
<td></td>
<td>- Ways of impacting Government, private entities and citizens</td>
</tr>
<tr>
<td></td>
<td>- Role of citizen and responsibility of media / social media</td>
</tr>
<tr>
<td></td>
<td>- Emerging legislation and role of technology in curbing fake news</td>
</tr>
<tr>
<td>1700 hrs</td>
<td>Networking Reception</td>
</tr>
</tbody>
</table>
AT LAST YEAR’S EDITION

**KEY SPEAKERS**

- **Shri Vijay Goel**
  Hon’ble Union Minister of State for Parliamentary Affairs & Statistics and Programme Implementation, Govt. of India

- **Shri S. S. Ahluwalia**
  Hon’ble Union Minister of State for Electronics and IT, Govt. of India

- **Mr. Rajiv Gauba**
  Union Home Secretary, Govt. of India

- **Dr. Arvind Gupta**
  Director, Vivekananda International Foundation (VIF) & Former Deputy National Security Advisor, Govt. of India

- **Mr. Alok Joshi**
  Chairman, National Technical Research Organisation (NTRO)

- **Mr. Manoj Agarwal**
  Principal Secretary – Home, Govt. of Gujarat

- **Mr. Sanjay Sahay**
  Addl Director General of Police, Karnataka

- **Mr. G. Narendra Nath**
  Deputy Director General, Department of Telecommunications

- **Mr. V. H. Deshmukh**
  ADG - BPR&D, MHA

- **Dr. Avik Sarkar**
  Head – Data Analytics Cell, NITI Aayog, Govt. of India

- **Maj. Gen. (Dr.) Ajeet Bajpai**
  Director General, National Critical Information Infrastructure Protection Centre (NCIIPC)

- **Mr. G. Narendra Nath**
  Deputy Director General, Department of Telecommunications

- **Mr. M. Malakondaiah**
  Director General of Police, Andhra Pradesh

- **Dr. Muktesh Chander**
  Director General of Police, Goa

- **Mr. Sanjay Beniwal**
  Special Commissioner of Police, Delhi Police

- **Mr. S.M. Sahai**
  Joint Secretary, National Security Council Secretariat (NSCS), Govt. of India

- **Dr. Dr. Gulshan Rai**
  Director General of Police, Goa

- **Mr. S.M. Sahai**
  Joint Secretary, National Security Council Secretariat (NSCS), Govt. of India

- **Mr. Sanjay Beniwal**
  Special Commissioner of Police, Delhi Police

*Affiliations of the speakers mentioned here are taken from the agendas of previous programme. Present status of some of these officials may differ from the details given.

**DELEGATE PROFILE**

OF LAST YEAR’S EDITION

Approx. 600 Delegates Participated during Last Edition of the Programme

- Central Government (NSCS, MHA, MoD, MEA, MeITY), Armed Forces (Indian Army, Navy & Air Force), CAPFs (Paramilitary Forces) & Intelligence Agencies (NTRO etc.)

- State Police Forces (SP Rank & Above)

- Products and Solution Providers in Cyber Crime Management

- Cyber Security product users from PSU & Industry (BFSI etc.)

- Foreign Government & Multilateral Organisations

- Academia & Think Tank

- Others
GLIMPSES OF LAST YEAR’S PROGRAMME
National Cybersecurity coordinator Gulshan Rai cautioned how cyber attacks have become very complex.

“Today hackings are very different. All the recent cybercrimes involve manipulation of several technologies. If you ask me, every case is a case of cyber warfare. As of today, 90 pc cases are cybercrimes, nine pc are targeted attacks and one pc is cyber-terrorism.”
Vivekananda International Foundation is a non-partisan institute for dialogue and conflict resolution from a nationalist perspective. Some of India’s leading experts in the fields of security, military, diplomacy, governance, etc have got together under the institute’s aegis to generate ideas and stimulate action for greater national security and prosperity. Independently funded, VIF is not aligned to any political party or business house.

FICCI is the voice of India’s business and industry. Established in 1927, it is India’s oldest and largest apex business organization. It serves its members from the Indian private and public corporate sectors and multinational companies, drawing its strength from diverse regional chambers of commerce and industry across states, reaching out to over 2,50,000 companies.